
Rest assured that your data is safe

Lokalise AI connects to Open AI through an API, to send 
data back and forth for translation.

Once data leaves Lokalise AI, it’s transferred through 
Transport Layer Security (TLS). The industry standard for 

encrypting and protecting your data.

Data is securely stored in 
OpenAI for up to 30 days for 

abuse and misuse monitoring, 
after which it will be deleted.

UP TO 30 
DAYS 

NEVER FOR 
TRAINING

Your data is protected by secure infrastructure and you can rest assured that it 
will never be used for training purposes without your permission. 

Your data will not be used to 
train OpenAI’s models, unless 

you opt in.

We use OpenAI Data transfer is secure

Open AI takes security very seriously

Open AI is Trusted by 

We are all compliantIs my data stored?

What this means for your data

Open AI

Lokalise AI

 Continuously monitors and detects threats

To  monitor system activity and network traffic for 
any suspicious behavior

To identify and mitigate potential security threats in 
real-time

To reduce the likelihood of data breaches

Carries out regular security audits

To identify and address potential vulnerabilities

To maintain a high level of security

To make sure identified issues are promptly resolved

Open AI API Lokalise AI

https://lokalise.com/product/security
https://demo.lokalise.com/?utm_source=ai&utm_medium=content&utm_campaign=ai_gtm_2023&utm_content=security_one_pager

